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Cybersecurity
while traveling
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 Install all updates
 for devices and

applications

 Bring only the
devices you need

Before you travel,
make sure to take the following steps

Conduct backup of 
essential data or the 

entire device

Enable geolocation 
tracking for your devices 
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 Following these steps helps you reduce
cybersecurity risks during your travelRemember

 Be cautious when interacting
 with suspicious or unknown

links and attachments

www.

 Avoid using
 external storage

devices

 Avoid connecting to
public networks

 Not logging into your
accounts unless necessary

To mitigate cybersecurity 
risks during your travel.. 
make sure to:
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Upon returning
from travel,
ensure that you:

 If the device or account is work-related or
 contains work-related data, promptly inform
the cybersecurity department

 Change the passwords of the accounts you
 logged into during your travel, and review

the active sessions for all accounts

Monitor your device for any unusual activity, 
such as frequent pop-up ads or rapid battery 

drain, as these may indicate a malware infection
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